
NADRA BIO-VERISYS 

Bio-Metric verification of clients 
through NADRA server 



STEP-I 
Secure login authentication from branch over VPN through 
head office server. 



STEP-I 
Secure login authentication from branch over VPN 
through head office server. 



STEP-II 
Customer finger print as per NADRA standards along 
with CNIC to head office server. 



STEP-II 
Customer finger print as per NADRA standards along with 
CNIC to head office server and send to NADRA server as 
per required format for verification. 



STEP-III 
Head office server send data to NADRA server as per 
required format for verification. 



STEP-IV 
Success/Failure  result from NADRA to main server and 
then to branch system. 



STEP-IV 
Success Result. 



STEP-IV 
Failure Result. As per rule 8 attempts can be done in 
single session. 



Outcomes 
Multiple reports based on requirement of clients can 
be generated along with standard reports. 



System Administration 
 

1. User Management. 
2. Branches Management. 
3. Branch User Management. 
4. Bio-Metric Scanners handling and branch tagging. 
5. User-Branch tagging. 
6. Customization can be done as per client 

requirement. 
7. Web based server application for system 

administration. 
8. Desktop based secured application for Bio-

Verisys. 
 

 



Reporting 
 

1. CNIC Report. 
1. CNIC Activity Log. 
2. CNIC Print Activity Log. 
3. CNIC Print. 

2. Verification Report. 
1. Branch Wise. 
2. CNIC Wise. 

3. Retake Data List. 
1. Branch Based. 
2. CNIC Based. 
3. Date Based. 
4. User Based. 

4. Failure Reports. 
1. Branch Based. 
2. CNIC Based. 
3. Date Based. 
4. User Based. 

5. User Activity Log. 

 


